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1. OBIJETIVO

A presente Politica tem como objetivo estabelecer as regras, procedimentos e descricdo dos controles internos,
além da Gestdo de Risco da JPG GESTAO DE RECURSOS LTDA, em conformidade com o disposto nos artigos 22 e
23, incisos | e Il, da Resolu¢do CVM n2 21/2021.

Os controles internos sdo fundamentais para a sustentabilidade do negdcio de gestdo de recursos, pois asseguram
a integridade das operacges, protegem os interesses dos investidores e mantém a reputacdo da instituicdo no
mercado. Sem controles adequados, a empresa fica exposta a riscos operacionais, regulamentares e reputacionais
que podem comprometer sua continuidade.

Este documento visa assegurar o permanente atendimento as normas, politicas e regulamentacges vigentes,
referentes a atividade de gestdo de carteiras de valores mobiliarios (ndo incluindo administra¢do fiduciaria nem
distribuicdo de valores mobiliarios).

2.  APLICACAO

Esta politica aplica-se a todos os sécios e administradores da JPG GESTAO DE RECURSOS LTDA, funciondrios e
colaboradores, prestadores de servicos terceirizados e todas as atividades relacionadas a gestdo de carteiras.

3. REGULAMENTACAO ASSOCIADA

e Resolugdo CVM n2 21/2021: Esta é a norma principal que regula a atividade de gestdo de carteiras no
Brasil, estabelecendo requisitos para registro, funcionamento e controles internos.

e Resolugdo CVM n2 50/2021: Define obrigacGes especificas para o setor de valores mobilidrios em relagdo
a prevencdo da lavagem de dinheiro e financiamento ao terrorismo.

4. GLOSSARIO

e Gestao de Carteiras: Gestdo profissional de recursos de terceiros em valores mobilidrios.

e Controles Internos: Conjunto de procedimentos e politicas estabelecidos para assegurar o cumprimento
de objetivos operacionais e regulamentares.

e Informagbes Privilegiadas: Informacdes relevantes sobre valores mobilidrios que ndo tenham sido
divulgadas ao mercado.

e Segregacao de Fungdes: Separacdo de responsabilidades para evitar conflitos de interesse e erros.

e Alta Administracao: Diretor de Gestao de Recursos e Diretor de Riscos, Compliance e PLD-FTP

5. ESTRUTURA DE GOVERNANCA

A governanga corporativa na gestao de carteiras requer estrutura especifica que garanta supervisdo adequada dos
controles internos e tomada de decisdo transparente. A JPG GESTAO DE RECURSOS LTDA estabelece uma estrutura
de governanca robusta e adequada ao seu porte e complexidade.

5.1. Comité de Controles Internos

O Comité de Controles Internos representa o 6rgdo maximo de supervisdo dos controles internos da JPG GESTAO
DE RECURSOS LTDA, sendo responsavel pela definicdo de diretrizes, aprovacdo de politicas e monitoramento da
efetividade dos controles implementados.

5.1.1. Composicao:

e Diretor Presidente, Diretor de Compliance e Diretor de Riscos.
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5.1.2. Responsabilidades:

e Aprovar politicas e procedimentos: Todas as politicas de controles internos devem ser formalmente
aprovadas pelo Comité de Controles Internos, garantindo alinhamento com a estratégia da empresa,
como: aprovacdo anual da politica de controles internos, aprovacdo de mudangas em limites de risco,
aprovacado de novos procedimentos operacionais.

e Monitorar efetividade dos controles: O Comité deve receber relatdrios regulares sobre o funcionamento
dos controles e tomar agdes corretivas quando necessario, tal como: analise mensal de indicadores de
controle e acompanhamento de planos de acao corretivos.

e Avaliarincidentes e ndo conformidades: Todos os incidentes relevantes devem ser reportados ao Comité
para avaliacdo e definicdo de ag¢Bes corretivas, por exemplo: investigagcdo de violacGes de limites, andlise
de falhas operacionais, avaliagcdo de reclamacgdes de clientes, revisdao de perdas operacionais.

e Definir planos de agdo corretivos: O Comité deve definir e acompanhar a implementacdo de ag¢des
corretivas para deficiéncias identificadas, como cronograma de implementag¢do de melhorias, defini¢cdo
de responsaveis por agOes corretivas, acompanhamento de prazos, avaliacdo de efetividade das
corregoes.

5.2. Linhas de Defesa

O modelo de trés linhas de defesa é amplamente reconhecido como best practice em gestdo de riscos e controles
internos, proporcionando camadas independentes de verificagdo e controle.

5.2.1. Primeira Linha: Areas operacionais.

As dreas operacionais sdo proprietdrias dos riscos e responsaveis pela implementacdo e execugao dos controles
primarios, representam a primeira barreira contra riscos e devem ter controles incorporados aos processos
operacionais.

e Execuc¢do das atividades: Gestores de carteira devem executar estratégias de investimento conforme
mandatos aprovados, operadores devem executar ordens dentro de limites estabelecidos, analistas
devem seguir metodologias padronizadas de analise.

e Controles primarios: é obrigatdrio a verificacdo de limites antes da execugdo de operagdes, conferéncia
de dados antes de envio de relatérios, validacdo de pregos de mercado e verificacdo de documentacgdo de
clientes.

e Automonitoramento: Implementacdo de relatérios didrios de posicGes e exposi¢cdes, acompanhamento
de performance versus benchmark, monitoramento de liquidez das carteiras, verificacdo de aderéncia a
mandatos.

5.2.2. Segunda Linha: Compliance

Monitorar e avaliar a efetividade dos controles da primeira linha, proporcionando supervisdo e orientagao,
fornecendo visdo independente sobre adequag¢do dos controles e aderéncia a politicas e regulamentacgdes.

e Monitoramento independente: Verificacdo de aderéncia a limites de risco, monitoramento de operacdes
suspeitas para PLD/FT, verificacdo de conflitos de interesse.

e Avaliacao de controles: Testes periddicos de controles operacionais, avaliagdo de adequacgado de politicas,
revisdo de procedimentos, analise de efetividade de treinamentos.

e Orientagdo e suporte: Treinamentos sobre mudangas regulamentares, orientacdo sobre interpretacdo de
normas, suporte na implementac¢do de novos controles, esclarecimentos sobre politicas internas.

5.2.3. Terceira Linha: Gestao de Riscos
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Funcdo que avalia a adequacao e efetividade do sistema completo de controles internos. Proporciona asseguracao
independente sobre a efetividade da governanca, gestdo e controles internos.

e Avaliacao Anual: Avaliagdo anual dos controles de investimento, revisdo da efetividade dos controles de
PLD/FT, avaliagdo da adequacgdo da estrutura de governanga, teste de controles de TI.

e Testes de efetividade: Teste de operacionalidade de controles automaticos, verificacdo de aderéncia a
procedimentos documentados, teste de efetividade de segregacdo de func¢des, avaliacdo de controles de
acesso.

e Recomendagdes de melhoria: Sugestdes de automacdo de controles manuais, recomendac¢des de
melhorias em politicas, propostas de otimizagdo de processos, identificagdo de gaps de controle

6. CONTROLES INTERNOS FUNDAMENTAIS

Os controles internos fundamentais representam os pilares sobre os quais toda a estrutura de controles da JPG
GESTAO DE RECURSOS LTDA esta construida. Estes principios devem estar presentes em todos os processos e
atividades da empresa.

6.1. PRINCIiP10S BASICOS

Os principios basicos de controles internos sdo universalmente reconhecidos como elementos essenciais para uma
estrutura de controles efetiva. Sua aplicacdo reduz significativamente os riscos operacionais e regulamentares.

6.1.1. Segregagao de Fungdes

Segregacdo de fun¢des é um dos controles mais importantes na JPG GESTAO DE RECURSOS LTDA, evitando que
uma Unica pessoa tenha controle completo sobre uma transacdo do inicio ao fim. Ela reduz drasticamente o risco
de fraude e erros, além de criar verificacGes naturais nos processos.

6.1.2. Separagao entre execugao e controle

O analista que recomenda um investimento ndo pode ser o mesmo que executa a operagdo; a pessoa que registra
uma operacdo nao pode ser a mesma que a aprova; quem elabora relatérios ndo pode ser quem os aprova para
envio aos clientes.

6.1.3. Aprovagao por pessoa diferente do executor

Operagdes acima de determinado valor devem ser aprovadas por supervisor; pagamentos devem ser autorizados
por pessoa diferente de quem os prepara; abertura de contas de clientes deve ser aprovada por compliance.

6.1.4. Revisao das operagoes

Back office revisa todas as operagdes executadas pelo front office; compliance revisa periodicamente as decisdes
de investimento; a gestdo de riscos testa a efetividade dos controles implementados.

6.1.5. Algadas de Aprovagao

Limites de autoridade que garante que decisOes sejam tomadas no nivel hierdrquico apropriado, considerando
seu impacto e risco. Isso evita que decisdes criticas sejam tomadas por pessoas sem autoridade adequada e
garante que Alta Administracado esteja envolvida em decisOes relevantes.

6.1.6. Limites por fungao e valor
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Analistas junior podem recomendar investimentos até RS 1 milhdo; analistas sénior até RS 5 milhdes; gestores até
RS 20 milhdes; acima disso requer aprovacdo do comité de investimento. Operadores podem executar ordens até
determinado valor sem aprovagdo adicional.

6.1.7. Aprovagao em multiplos niveis

Investimentos em novos setores, abertura de contas para PEPs e contratacdo de prestadores de servigos criticos,
requerem aprovagao da Alta Administragao.

6.1.8. Documentagao das decisoes

Atas de reunides de comité de investimento com justificativas para decisdes; e-mails de aprova¢dao com reasoning
para investimentos especificos; formularios padronizados de aprovacdo com campos obrigatdrios preenchidos.

6.1.9. Registros e Documentagao

Manutenc¢do adequada de registros é fundamental para rastreabilidade, auditoria e cumprimento de obriga¢des
regulamentares, permitindo a reconstru¢do de decisdes e transagdes, facilitando auditorias e investigacdes, e
garante cumprimento de prazos regulamentares de retencao.

6.1.10. Manutencao de registros completos

Registro de todas as ordens de investimento com data, hora, responsavel e justificativa; manutenc¢do de gravagoes
de conversas telefonicas relevantes; arquivo de todos os relatérios enviados aos clientes; registro de todas as
reunides de comité.

6.1.11. Rastreabilidade das operagdes

Cada operagao deve ter um numero Unico de identificacdo; sistema deve registrar quem inseriu, quem aprovou e
guem executou cada operacdo; alteracdes em dados devem manter histdrico de verses anteriores.

6.1.12. Arquivo por prazo regulamentar

Documentos de PLD/FT devem ser mentidos por 10 anos; registros de operagdes e correspondéncias com clientes
devem ser mantidos por, no minimo, 10 anos.

7. POLITICA DE CONFIDENCIALIDADE

A confidencialidade é um pilar fundamental para a JPG GESTAO DE RECURSOS LTDA. O acesso a informacdes
privilegiadas pode ser constante e o vazamento pode causar danos irrepardveis tanto aos nossos clientes
investidores.

7.1. REGRAS DE SIGILO E CONDUTA

A Instrugcdo CVM 358/2002 e a Resolugdo CVM 21/2021 estabelecem obrigacdes rigorosas quanto ao tratamento
de informagdes privilegiadas e confidenciais, sendo o descumprimento passivel de penalidades severas. A
presente politica abrange todos os individuos que tenham acesso a informacGes sensiveis, independentemente
de sua relacdo formal com a JPG GESTAO DE RECURSOS LTDA.

7.1.1. Sodcios, administradores, colaboradores e funcionarios

Pessoas internas que tém acesso mais amplo a informagdes confidenciais e devem ser os primeiros a dar exemplo
de conduta adequada. Sdo obrigacdes: ndo comentar sobre posicdes das carteiras em ambientes sociais; nao
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utilizar informagdes sobre investimentos para beneficio proprio; ndo compartilhar analises internas com pessoas
nao autorizadas; manter sigilo sobre estratégias de investimento.

7.1.2. Prestadores de servigos terceirizados

Terceiros que podem ter acesso a informagdes confidenciais no curso de seus servigos e devem estar sujeitos as
mesmas obrigacdes de sigilo, como por exemplo: auditores que acessam informacdes sobre carteiras; prestadores
de servigos de Tl que tém acesso a sistemas; consultores que participam de discussGes estratégicas; advogados
gue assessoram em operacoes especificas.

7.1.3. Todas as informagoes confidenciais

Esta politica cobre todas as categorias de informagdes confidenciais, ndo apenas informaces privilegiadas no
sentido regulamentar. InformagGes sobre performance das carteiras; dados pessoais e financeiros dos clientes;
estratégias de investimento; informag¢des sobre due diligence de investimentos; dados sobre rentabilidade da
gestora.

7.1.4. Exigéncias:

Para garantir efetividade da politica de confidencialidade, a JP.G GESTAO DE RECURSOS LTDA exige controles
especificos e formalizagdes adequadas, tais como:

1. Termo de confidencialidade assinado: Formaliza as obrigaces de sigilo e cria base legal para eventuais
acbes em caso de violagdo. Termo especifico para funcionarios com cldusulas sobre informagdes
privilegiadas; termo para terceiros com defini¢cdo clara de informagdes cobertas; termo para estagiarios
com linguagem adequada ao nivel de responsabilidade; renovagéo periddica dos termos.

2. Treinamento sobre sigilo: Garante que todos compreendam suas obrigacGes e as consequéncias de
violagOes. Sdo exemplos: treinamento inicial obrigatério sobre politica de confidencialidade; reciclagem
anual com casos praticos; treinamento especifico sobre mudancas regulamentares; simula¢des de
situacGes de conflito.

3. Monitoramento de acesso as informagoes: Permite identificar acessos inadequados e investigar possiveis
vazamento, tal como: Log de acesso a sistemas sensiveis; controle de impressdo de documentos
confidenciais; monitoramento de e-mails com informacdes sensiveis; auditoria periddica de acessos.

7.2. DETENTORES DE INFORMAGOES PRIVILEGIADAS

A Instrucdo CVM 358/2002 exige identificacdo e controle rigoroso de pessoas que tenham acesso a informacdes
privilegiadas, sendo obrigatéria a manutencao de lista atualizada.

7.2.1. Identificagao

A identificacdo precisa de detentores de informacdes privilegiadas é fundamental para aplicacdo adequada de
controles especificos e para investigacdo de eventuais vazamentos.

7.2.2. Lista atualizada de pessoas com acesso

Permite aplicagdo de controles especificos e facilita investigacdes em caso de vazamentos, tal como: lista com
gestores de carteira que tém acesso a informacdes sobre investimentos especificos; analistas que participam de
due diligence de empresas; membros de comité de investimento que discutem estratégias; assistentes que tém
acesso a documentos confidenciais.

7.2.3. Classificagao por cargo e atribuicao
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Permite aplicacdo de controles diferenciados conforme o nivel de acesso e responsabilidade, como: classificacdo
em niveis (alto, médio, baixo acesso); identificagdo de pessoas com acesso a informagdes sobre empresas
especificas; mapeamento de acesso por tipo de informagdo (mercado, crédito, estratégia); identificagdo de
pessoas com acesso temporario.

7.2.4. Revisao trimestral da lista

Garante que a lista reflita a realidade atual e que controles sejam aplicados adequadamente. Sdo agles
obrigatdrias: revisdao apdés mudangas organizacionais; atualizacdo quando pessoas mudam de fungdo; inclusdo de
novos funcionarios; exclusdo de pessoas que deixaram a empresa; revisdo de niveis de acesso.

7.2.5. Barreiras de Informagao:

As barreiras de informacgdo sdo controles fisicos e légicos que impedem o fluxo inadequado de informagdes
privilegiadas entre dreas ou pessoas.

7.2.6. Segregagao fisica de areas sensiveis

Impede acesso casual a informagdes confidenciais e reduz riscos de vazamentos ndo intencionais, tal como: area
de gestao separada fisicamente de outras areas; salas de reunido com isolamento acustico; areas restritas para
discussao de investimentos sensiveis.

7.2.7. Controles de acesso a sistemas

Garante que apenas pessoas autorizadas tenham acesso a informacgdes especificas nos sistemas, como: senhas
individuais para cada usuario; perfis de acesso diferenciados por fun¢do; dupla autenticagao para sistemas criticos;
log de todas as atividades nos sistemas; desativacdo automatica de acessos inativos.

7.2.8. Restricdes de comunicag¢ao

Evita vazamentos através de comunicagdes inadequadas entre dreas ou com terceiros, tais como: politica de uso
de e-mail para informagdes confidenciais; restricdes para discussdo de investimentos em areas comuns; controles
para comunicagdo com imprensa; procedimentos para comunica¢ao com investidores.

7.3. CONTROLES DE ACESSO

Em um ambiente cada vez mais digital, A JP.G GESTAO DE RECURSOS LTDA acredita que os controles de acesso
tecnoldgicos sdo fundamentais para protegao de informagées confidenciais.

S30 acBes obrigatdrias na JPG GESTAO DE RECURSOS LTDA:

7.3.1. Sistemas de Informagao:

Os sistemas de informagdao concentram grande volume de informagdes confidenciais e requerem controles
rigorosos de acesso.

7.3.2. Senhas individuais e intransferiveis

Garante rastreabilidade de a¢des nos sistemas e responsabilizagao individual. Por exemplo: politica de senhas
complexas com renovacdo periddica; proibicdo de compartilhamento de senhas; senhas diferentes para sistemas
diferentes; bloqueio automatico apds tentativas incorretas.
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7.3.3. Arquivo seguro para informacgoes sensiveis

Protege documentos criticos contra acesso ndo autorizado, danos ou perda, como cofre para documentos criticos;
sala com acesso controlado; backup fisico de documentos eletrénicos criticos.

7.3.4. Destruigdo segura de documentos

Evita que informacdes confidenciais sejam recuperadas apds descarte inadequado, como fragmentadora de alta
seguranca para documentos confidenciais; procedimento formal para destruicdo com testemunhas; certificado de
destruicdo para documentos criticos; cronograma de destruicdo conforme prazos regulamentares.

8. POLITICA DE SEGURANGCA DA INFORMAGAO

A seguranca da informacgdo é critica para a gestdo de carteiras, onde falhas podem resultar em perdas financeiras
significativas, violagbes regulamentares e danos reputacionais irreversiveis. A JPG GESTAO DE RECURSOS LTDA
implementa controles robustos para proteger todas as informagdes sob sua responsabilidade.

8.1. TESTES PERIODICOS DE SEGURANGA

Em um ambiente de constante evolu¢do das ameacas cibernéticas, testes regulares de seguranca sdo essenciais
para identificar vulnerabilidades antes que sejam exploradas por agentes maliciosos.

S3o testes implementados na JPG GESTAO DE RECURSOS LTDA:

8.1.1. Sistemas Eletrdnicos:

Os sistemas eletrdnicos da JPG GESTAO DE RECURSOS LTDA processam informagdes altamente sensiveis e
movimentam recursos significativos, sendo alvos atrativos para ataques cibernéticos. Realizamos testes proativos
gue identificam a vulnerabilidades antes que sejam exploradas, reduzindo significativamente o risco de incidentes
de seguranca.

8.1.2. Avaliagao de vulnerabilidades

Scan automatizado mensal de todos os sistemas em busca de vulnerabilidades conhecidas; analise de
configuracdes de seguranca de servidores e workstations; verificacdo de atualizacdes de seguranca pendentes;
avaliacdo de forca de senhas utilizadas nos sistemas; teste de efetividade de controles de acesso.

8.1.3. Atualiza¢ao de sistemas de seguranca

Atualizagdo mensal de antivirus e anti-malware; aplicacdo de patches de seguranga em prazo maximo de 30 dias;
atualizacdo de firewalls com novas regras de protecdo; renovagdo anual de certificados digitais; upgrade de
sistemas de detecc¢do de intrusao.

8.1.4. Periodicidade:

A definicdo de periodicidades adequadas para testes de seguranca equilibra a necessidade de protecdo com a
eficiéncia operacional. Periodicidades bem definidas garantem cobertura adequada sem sobrecarregar as
operagoes.

1. Testes mensais de backup: Restauracdo completa de um sistema a partir do backup para verificar
integridade; teste de recuperacdo de dados especificos de carteiras; verificacdo de tempo de recuperagao
(RTO) versus objetivos estabelecidos; teste de backup incremental e diferencial; validagdo de backup de
configuragdes de sistemas criticos.
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2. Avaliagdo trimestral de controles: Revisdo de logs de acesso aos sistemas criticos; verificacdo de
efetividade de controles de segregacao de fungdes; teste de controles automaticos de limites; avaliagdo
de aderéncia a politicas de senha; revisdao de permissdes de usudrios nos sistemas.

3. Revisdo anual da politica: Atualizacdo da politica conforme mudancas tecnoldgicas; incorporacdo de
licdes aprendidas de incidentes; alinhamento com novas regulamentacdes; aprovacdo formal pela Alta
Administracgdo.

8.2. IDENTIFICAGAO E RESPONSABILIZAGAO

A capacidade de identificar usuarios e rastrear suas a¢Oes é fundamental tanto para fins de controle interno
guanto para atendimento a requisitos regulamentares e investigacdes.

8.2.1. Rastreabilidade

Em caso de incidentes ou investigagdes, a capacidade de rastrear agGes especificas a usudrios individuais é critica
para identificar causas e responsabilidades. Permite investigacGes efetivas e cria incentivos para comportamento
adequado dos usuarios.

1. Logdetalhado de acesso: Registro de data, hora, usudrio e agdo para cada acesso aos sistemas de gestao;
log de consultas especificas realizadas em bases de dados de clientes; registro de modificacbes em
carteiras com identificacdo do responsavel; log de impressdes de documentos confidenciais; registro de
acessos remotos com localizagdo geografica.

2. ldentifica¢do Unica de usudrios: Cada funciondrio possui login Unico e intransferivel; contas de servico
identificadas e controladas; proibicdo de contas compartilhadas;

3. Monitoramento de atividades suspeitas: Alertas automaticos para acessos fora do horario comercial;
notificacdo de tentativas de acesso a informagGes ndo relacionadas a fungdo do usuario; monitoramento
de downloads massivos de informacgdes; detecgdo de padrdoes andmalos de acesso; alertas para multiplas
tentativas de login incorretas.

8.2.2. Responsabilizagao

A responsabilizacdo efetiva por violagbes de seguranga é essencial para manter a cultura de seguranga e
desencorajar comportamentos inadequados. Demonstra seriedade da organizacdo em rela¢do a seguranca e cria
consequéncias reais para violagoes.

1. Investigagdo de vazamentos: Procedimento formal para investigacdo de suspeitas de vazamento de
informacdes privilegiadas; analise de sistemas em caso de incidentes; entrevistas com pessoas com acesso
as informagdes vazadas; andlise de comunicag¢Oes eletrénicas quando autorizado; relatério formal de
investigacdo com conclusGes e recomendacgoes.

2. Medidas disciplinares: Adverténcia verbal para violagdes leves e ndao recorrentes; Adverténcia escrita
para violagbes moderadas ou recorrentes; Suspensdo temporaria para violacGes graves; Demissdo por
justa causa para violagdes muito graves ou recorrentes apds adverténcias. A aplicacdo de medidas
disciplinares deve observar: Direito de defesa do acusado; Proporcionalidade entre a violagdo e a san¢do;
Analise de circunstancias atenuantes e agravantes; Documentagao completa do processo; Aprovagao pela
Alta Administracao.

3. Comunicag¢do as autoridades quando necessario: Comunicacdo a CVM em caso de vazamento de
informacgdes privilegiadas; notificacdo a Policia Federal em caso de crimes cibernéticos; comunica¢do ao
COAF para operagdes suspeitas relacionadas a seguranca; notificagcdo a clientes em caso de vazamento
de dados pessoais; comunicacdo a érgdos de protecdo de dados quando aplicavel.

8.3. PROTECAO DE DADOS
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A Lei Geral de Protecdo de Dados (LGPD) e regulamentagdes especificas do mercado de capitais estabelecem
obrigagGes rigorosas para prote¢do de dados pessoais e informagdes confidenciais.

8.3.1. Criptografia

A criptografia é a principal linha de defesa para proteger informacdes confidenciais contra acesso ndo autorizado,
tanto durante transmissao quanto armazenamento. Mesmo em caso de violagdo de outros controles, dados
criptografados permanecem protegidos contra acesso ndo autorizado.

1. Dados em transito e em repouso: Criptografia SSL/TLS para todas as comunica¢des via internet;
criptografia de e-mails contendo informacgGes confidenciais; criptografia de bases de dados com
informacgdes de clientes; criptografia de backups armazenados; comunicagdo criptografada com
custodiantes e prestadores de servigos.

2. Chaves de criptografia seguras: Geracdo de chaves utilizando geradores de numeros aleatorios
certificados; armazenamento de chaves em hardware security modules (HSM); rotagdo periddica de
chaves conforme politica estabelecida; segregacdo de chaves entre ambientes de producdo e
desenvolvimento; backup seguro de chaves em local separado.

3. Atualizagdao regular de algoritmos: Migracdo de algoritmos obsoletos (como MD5) para algoritmos
seguros (SHA-256); atualizacdo de protocolos de criptografia conforme recomendac¢bes de seguranca;
monitoramento de vulnerabilidades em algoritmos utilizados; planejamento de migragdo para
criptografia pds-quantica; testes regulares de forc¢a da criptografia implementada.

8.3.2. Backup e Recuperagao:

A capacidade de recuperar informagoes e sistemas apds incidentes é critica para a continuidade dos negdcios e
cumprimento de obrigacdes fiduciarias, garantindo que a JPG GESTAO DE RECURSOS LTDA possa continuar
operando mesmo apds incidentes significativos, protegendo os interesses dos investidores.

1. Backup diario automatizado: Backup automatico de todas as bases de dados de carteiras ao final de cada
dia util; backup incremental durante o dia para capturar alteragdes criticas; backup de configuragdes de
sistemas e aplica¢des; backup de logs de auditoria e controles; verificagdo automatica de integridade dos
backups realizados.

2. Testes de recuperagdao mensais: Restauracdo completa de um ambiente de teste a partir do backup; teste
de recuperagdo de carteiras especificas; simulagdo de recuperagdao apds desastre completo; teste de
tempo de recuperagdo (RTO) e ponto de recuperagdo (RPO); documentacgdo de licdes aprendidas dos
testes.

3. Plano de continuidade de negdcios: Procedimentos detalhados para operacdo em local alternativo; lista
de contatos criticos para acionamento em emergéncias; acordo com prestadores de servigos para suporte
em contingéncias; treinamento regular da equipe em procedimentos de contingéncia; teste anual
completo do plano de continuidade.

9. PROGRAMA DE TREINAMENTO

O programa de treinamento é fundamental para garantir que todos os envolvidos nas atividades da JPG GESTAO
DE RECURSOS LTDA compreendam suas responsabilidades e estejam capacitados para executar adequadamente
os controles internos estabelecidos.

9.1. PUBLICO-ALVO

A Resolugdo CVM 21/2021 exige que gestores de carteira mantenham programa de treinamento adequado para
todos os funcionarios envolvidos nas atividades regulamentadas.
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9.1.1. Gestores e Funcionarios:

O treinamento deve ser direcionado especificamente para as funcdes e responsabilidades de cada individuo,
garantindo relevancia e efetividade. Funcionarios bem treinados sdo a primeira linha de defesa contra riscos
operacionais e regulamentares.

Quem acessa informag¢oes confidenciais deve seguir: Treinamento especifico sobre politica de
confidencialidade para analistas de investimento; capacitacdo sobre tratamento de informagdes
privilegiadas para assistentes administrativos; treinamento sobre LGPD para funciondrios que acessam
dados pessoais de clientes; capacitacdao sobre controles de acesso para equipe de TI.

Quem participa do processo de decisdo de investimento deve seguir: Treinamento sobre analise de risco
para gestores de carteira; capacitacdo sobre due diligence para analistas de investimento; treinamento
sobre limites regulamentares para operadores; capacitacdo sobre conflitos de interesse para membros
de comité de investimento.

9.2. CONTEUDO

O conteudo do treinamento é abrangente, atualizado e adequado as necessidades especificas de cada fungao.
Conteldo relevante e bem estruturado garante melhor absorgao e aplicagdo pratica dos conhecimentos.

9.2.1. Politicas e Procedimentos:

Todos os funciondrios devem conhecer profundamente as politicas e procedimentos aplicaveis as suas fungdes.

o vk wN R

Cédigo de Etica

Politica de Controles Internos, Segregacdo de Atividades e Gestdo de Riscos

Prevencdo a Lavagem de Dinheiro - PLD_FTP

Manual de Segregacao de Atividades

Politica de Compra, Venda, Rateio e Divisdo de Ordens de Valores Mobilidrios

Regulamentacdo CVM: Analise detalhada da Resolugdo CVM 21/2021 e suas implicagdes praticas

9.2.2. Compatibilidade:

O treinamento é especifico para as atividades desempenhadas por cada funciondrio, evitando conteldo genérico
demais ou especifico demais. Treinamento compativel com as fun¢Ges garante maior relevancia e aplicabilidade

pratica.

Treinamento especifico por fungdao: Gestores de carteira recebem treinamento avangado sobre anélise
de risco; operadores sdo treinados especificamente em procedimentos de execucdo; equipe de
compliance recebe capacitacdo sobre monitoramento e investigacdo; back office é treinado em
procedimentos de reconciliagdo e controles.

Conteudo adequado as responsabilidades: Funcionarios com acesso a informacgdes privilegiadas recebem
treinamento especifico sobre insider trading; equipe de Tl recebe capacitacdo sobre seguranca da
informacdo; terceirizados sdo treinados conforme servicos prestados.

Atualizacdo conforme mudangas regulamentares: Treinamento especifico quando hda mudancgas na
regulamentacdo CVM; capacitacdo sobre novas tipologias de PLD/FT; atualizacdo sobre altera¢des na
LGPD; treinamento sobre novas praticas de mercado; capacitagcdo sobre novos produtos ou estratégias.

10. CONTROLES OPERACIONAIS

Os controles operacionais sdo a espinha dorsal da gestdo de carteiras, garantindo que todas as operag¢des sejam
executadas de forma precisa, tempestiva e em conformidade com as politicas estabelecidas e mandatos dos
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clientes.

10.1.GESTAO DE CARTEIRAS

A gest3o de carteiras envolve responsabilidade fiduciaria, onde a JPG GESTAO DE RECURSOS LTDA atua em nome
e por conta dos investidores, exigindo controles rigorosos para proteger seus interesses.

10.1.1. Processo de Investimento

O processo de investimento deve ser estruturado e controlado para garantir que decisdes sejam tomadas de forma
consistente e adequada aos objetivos dos investidores. Por isso a JPG GESTAO DE RECURSOS LTDA utiliza controles
adequados no processo de investimentom protegendo tanto os investidores quanto a gestora de decisdes
inadequadas ou ndo autorizadas.

1. Andlise prévia de investimentos: Relatério padronizado de andlise para cada novo investimento com
métricas de risco-retorno; due diligence obrigatdria para investimentos acima de determinado valor;
analise de adequacéo ao perfil da carteira antes da execugdo; verificagdo de disponibilidade de caixa antes
de ordens de compra; analise de impacto no risco total da carteira.

2. Aprovagio conforme algadas: Investimentos até RS 1 milhdo aprovados por gestor sénior; investimentos
entre RS 1-5 milhdes aprovados por diretor; investimentos acima de RS 5 milhdes aprovados pela Alta
Administracdo; investimentos em novos setores sempre aprovados pela Alta Administracdo
independentemente do valor; aprovagao documentada com justificativa por escrito.

3. Execugdo por pessoa autorizada: Apenas operadores certificados podem executar ordens; sistema de
dupla confirmacgdo para operac¢ées acima de determinado valor; gravacédo de todas as ordens telefonicas;
confirmacdo por escrito de ordens complexas; verificacdo de identidade para ordens por telefone.

4. Confirmagao independente: Back office confirma todas as opera¢des executadas pelo front office;
reconciliagdo didria entre ordens dadas e operagdes executadas; confirmagcdo de precos com fontes
independentes; verificacdo de settlement de operagdes; confirmacgdo de recebimento de titulos pelo
custodiante.

10.1.2. Monitoramento de Limites

O monitoramento de limites é essencial para garantir que as carteiras permane¢am dentro dos parametros de
risco estabelecidos e em conformidade com regulamentagdes. Evita exposicdes excessivas e garante
conformidade com mandatos dos clientes e regulamentagdes aplicaveis.

1. Limites por carteira e ativo: Limite maximo de 5% por emissor privado em carteiras conservadoras; limite
de 20% em ac¢Ges para carteiras de renda fixa; limite de concentracdo setorial de 25%; limite de liquidez
minima de 10% em cada carteira; limite de exposi¢do cambial conforme perfil do investidor.

2. Aprovagao para ultrapassagem: Ultrapassagem temporaria de limites aprovada por diretor com prazo
para regularizacdo; aprovacdao pela Alta Administracdo para mudancas permanentes em limites;
documentagdo formal de justificativas para exce¢Ges; comunica¢do obrigatdria ao cliente em caso de
violagdo de mandato.

10.2.RECONCILIAGAO

A reconciliagdo é um controle fundamental que garante a integridade e precisdo das informacdes financeiras e
posicoes das carteiras. Identifica discrepancias rapidamente, permitindo corre¢des tempestivas e mantendo a
confiabilidade das informacgdes.

10.2.1. Posi¢oes
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A reconciliacdo de posicdes garante que os registros internos estejam alinhados com os registros do custodiante,
evitando discrepancias que podem impactar decisdes de investimento.

1. Reconciliagdo diaria com custodiante: Comparacgdo automatica diaria entre posicGes no sistema interno
e extratos do custodiante; reconciliacdo de quantidade e valor de mercado de cada titulo; verificagdo de
movimentacgdes do dia (compras, vendas, juros, dividendos); reconciliagdo de posi¢ées em derivativos e
suas garantias.

2. Investigacdo de diferencas: Procedimento formal para investigacdo de discrepancias acima de RS 1.000;
analise de timing differences versus diferencas reais; verificacdo de operacGes em transito ndo refletidas;
investigacdo de diferengas de precos com fontes multiplas; documenta¢do de todas as investigacdes
realizadas.

3. Ajustes tempestivos: Correcdo de diferencas identificadas no mesmo dia quando possivel; comunicacdo
imediata ao custodiante para corre¢do de erros; ajustes contabeis formais para diferengas confirmadas;
processo de aprovac¢do para ajustes acima de determinado valor.

4. Documentagao de excegdes: Registro formal de todas as diferencgas identificadas e suas causas; arquivo
de comunicacdes com custodiante sobre discrepancias; documentacdo de ajustes realizados com
aprovacdes necessarias; relatdrio mensal de excecbes para a Alta Administracdo.

10.2.2. Movimentagao Financeira

O controle da movimentagdo financeira é critico para evitar fraudes e garantir que todos os pagamentos e
recebimentos sejam adequadamente autorizados e registrados.

1. Conciliagdo bancaria diaria: Comparacao didria entre saldo contabil e saldo bancdrio de todas as contas;
identificacdo de langamentos em transito e pendéncias; verificagdo de todas as movimentagdes do dia;
reconciliacdo de aplicagBes financeiras e resgates.

2. Conferéncia de transferéncias: Verificacdo de dados bancarios antes de cada transferéncia; confirmacdo
de valores e finalidade de transferéncias; dupla conferéncia para transferéncias acima de determinado
valor; confirmacgao de recebimento para transferéncias criticas.

3. Aprovagio de pagamentos: aprovacdo do diretor para pagamentos acima de RS 100.000; verificacdo de
documentacgdo suporte antes da aprovacdo; confirmac¢do de adequacdo orcamentaria para despesas.

4. Arquivo de comprovantes: Arquivo digital de todos os comprovantes de transferéncia; backup fisico de
comprovantes criticos; organiza¢do cronolégica de documentos; retengcdo conforme prazos
regulamentares estabelecidos.

11. CONTROLES DE RISCO

O gerenciamento de risco é fundamental na gestdo de carteiras, protegendo os investidores contra perdas
excessivas e garantindo que os riscos assumidos sejam adequados aos objetivos e perfil de cada carteira.

11.1.IDENTIFICACAO DE RISCOS

A identificagdo adequada de riscos é o primeiro passo para um gerenciamento efetivo, permitindo que controles
apropriados sejam implementados para cada tipo de exposi¢cdo. Riscos nao identificados ndo podem ser
gerenciados, podendo resultar em perdas inesperadas e significativas para os investidores.

11.1.1. Tipos de Risco:

A gestdo de carteiras esta exposta a diversos tipos de risco que devem ser identificados, mensurados e controlados
adequadamente.

1. Risco de mercado: Risco de variagdo de precos de a¢des devido a movimentos do mercado; risco de taxa
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de juros em carteiras de renda fixa; risco cambial em investimentos denominados em moeda estrangeira;
risco de volatilidade em posi¢des de opgdes; risco de spread de crédito em debéntures corporativas.

2. Risco de crédito: Risco de default de emissor de debénture corporativa; risco de rebaixamento de rating
de titulo publico; risco de deterioracdo da qualidade crediticia de contraparte em derivativos; risco de
concentracdo em poucos emissores; risco pais para investimentos internacionais.

3. Risco de liquidez: Risco de ndo conseguir vender posi¢des rapidamente sem impacto significativo no
preco; risco de descasamento entre necessidade de caixa e liquidez dos ativos; risco de mercado
secundario limitado para titulos especificos; risco de liquidez em periodos de stress do mercado.

4. Risco operacional: Risco de erro na execuc¢do de operagdes; risco de falha em sistemas criticos; risco de
fraude interna ou externa; risco de perda de funcionarios-chave; risco de falha de prestadores de servigos
terceirizados.

5. Risco de compliance: Risco de violagdo de limites regulamentares; risco de ndo conformidade com
politicas internas; risco de inadequag¢do de investimentos ao perfil do cliente; risco de violagdo de
informacdes privilegiadas; risco de ndo cumprimento de obrigacdes de PLD/FT.

11.2.MENSURAGAO E MONITORAMENTO

A mensuracdo adequada de riscos permite tomada de decisGes informadas e implementacdo de controles
proporcionais aos riscos identificados. Sem mensurag¢do adequada, é impossivel determinar se os riscos estdo em
niveis aceitdveis ou se a¢des corretivas sdo necessarias.

11.2.1. Métricas:

As métricas de risco sdo adequadas ao tipo de carteira e estratégia, fornecendo informacdes relevantes para
gestdo. Sdo métricas aplicadas pela JPG GESTAO DE RECURSOS LTDA:

1. VaR (Value at Risk): Calculo diario de VaR para cada carteira com horizonte de 1 dia e confianga de 95%;
VaR historico baseado em 252 dias Uteis de observacGes; VaR paramétrico para carteiras com distribuicdo
normal de retornos; VaR Monte Carlo para carteiras com instrumentos complexos; comparac¢ao de VaR
realizado versus VaR estimado (backtesting).

2. Stress testing: Cendrio de alta de juros de 200 basis points para carteiras de renda fixa; cendrio de queda
de 20% no Ibovespa para carteiras de a¢Oes; cenario de desvalorizacdo cambial de 30% para exposicoes
em délar; cenario de crise de liquidez com spreads ampliados; cendrio de default de maior emissor da
carteira.

3. Analise de cenarios: Cendrio base, otimista e pessimista para performance das carteiras; analise de
impacto de mudancas na politica monetaria; cendrio de recessdo econdmica e seus impactos; analise de
correlagdes em periodos de stress; cendrio de mudancas regulamentares significativas.

4. Concentragio por emissor/setor: Monitoramento didrio de concentragdo por emissor com limite maximo
de 5%; andlise semanal de concentrag¢do setorial com limite de 25% por setor; monitoramento de
concentracdo geografica para investimentos internacionais; andlise de concentragdo por rating de
crédito; monitoramento de concentragdo por prazo de vencimento.

11.2.2. Relatérios:

Relatérios estruturados de risco garantem que informagdes relevantes cheguem aos tomadores de decisdo no
momento adequado. Comunicagdo efetiva de riscos permite acGes tempestivas e mantém todos os stakeholders
informados sobre exposicdes. S3o relatdrios da JPG GESTAO DE RECURSOS LTDA:

1. Relatério diario de risco: Dashboard com VaR de todas as carteiras; semaforo de risco com indicadores
visuais por nivel de exposicdo; alertas para violages de limites; graficos de evolugdo de risco ao longo do
tempo; comparagado de risco realizado versus estimado.

2. Relatério semanal para gestores: Andlise detalhada de performance ajustada ao risco por carteira;
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decomposicdo de fontes de risco (mercado, crédito, liquidez); analise de contribui¢cdo de cada ativo para
o risco total; comparagao com benchmarks e pares; recomendagbes para otimizagao de risco-retorno.

3. Relatério mensal para Alta Administragdo: Resumo executivo de exposi¢cdes de risco consolidadas;
analise de tendéncias de risco ao longo do més; relatorio de excecdes e violagGes de limites; analise de
adequacdo de limites versus estratégia; proposta de ajustes em politicas de risco.

4. Relatério trimestral para acionistas: Avaliagdo abrangente da efetividade do framework de risco; analise
de correlagbes e concentragdes ndo intencionais; revisdo de metodologias de mensuragdo de risco;
benchmarking com praticas de mercado; proposta de melhorias no sistema de gestdo de risco.

11.3.LIMITES E CONTROLES

Os limites de risco sdo instrumentos fundamentais de governanca que traduzem o apetite ao risco da JPG GESTAO
DE RECURSOS LTDA em parametros operacionais concretos. Limites bem definidos e monitorados evitam
exposicoes excessivas e garantem que os riscos assumidos estejam alinhados com a estratégia e capacidade da
organizagao.

11.3.1. Definigao de Limites:

A definicdo de limites deve considerar multiplos fatores, incluindo apetite ao risco, regulamentagao, caracteristicas
dos investidores e condi¢des de mercado.

1. Aprovagdo pela Alta Administragdo: Limite de VaR consolidado de 2% do patriménio liquido
aprovado trimestralmente; limite de concentragdo por emissor de 5% aprovado anualmente; limite
de exposicdo cambial de 10% aprovado conforme estratégia; limite de alavancagem maxima de 1,5x
aprovado pelo Diretor Presidente, Diretor de Compliance e Diretor de Riscos; revisdao de limites apds
eventos de mercado significativos.

2. Revisao periddica: Revisdo trimestral de adequacgdo de limites versus performance; andlise semestral de
utilizacdo histdrica de limites; avaliacdo anual de limites versus apetite ao risco; revisdo extraordinaria
apds mudangas regulamentares; benchmarking anual de limites com pares do mercado.

3. Comunica¢do clara aos gestores: Manual de limites atualizado e distribuido a todos os gestores;
treinamento especifico sobre limites para novos funcionadrios; sistema automatizado que mostra limites
disponiveis em tempo real; alertas por e-mail quando limites atingem 80% da utilizacdo; reunido mensal
para discussao de limites e excecdes.

4. Documentagao de exceg¢des: Formuldrio padronizado para solicitacdo de exceg¢Ges temporarias;
aprovacdo obrigatdria da Alta Administracdo para exceg¢des; prazo maximo de 5 dias Uteis para
regularizacdo; relatério mensal de excecbGes para a Alta Administracdo; andlise de causas raiz para
excegOes recorrentes.

12. CONTROLES DE COMPLIANCE

Os controles de compliance garantem que a JPG GESTAO DE RECURSOS LTDA opere dentro do arcabouco
regulamentar aplicavel, protegendo tanto a empresa quanto os investidores de riscos regulamentares e
reputacionais.

12.1.MONITORAMENTO REGULAMENTAR

O ambiente regulamentar do mercado de capitais é dinamico, com mudancas frequentes que podem impactar
significativamente as operac¢des da JPG GESTAO DE RECURSOS LTDA. Monitoramento proativo de mudancas
regulamentares permite adaptacdo tempestiva e evita violagdes nao intencionais.

12.1.1. Acompanhamento de Mudangas:
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0O acompanhamento sistematico de mudancas regulamentares deve cobrir todas as esferas que podem impactar
a atividade de gestdo de carteiras. S30 acompanhamentos adotados pela JPG GESTAO DE RECURSOS LTDA:

1. Normas CVM: Assinatura de newsletter oficial da CVM; monitoramento diario do site da CVM para novas
publicagGes; participagdo em consultas publicas relevantes; andlise de impacto de novas resolucGes e
instrugdes; cronograma de implementagdo de mudangas regulamentares.

2. Regulamentac¢do do Banco Central: Acompanhamento de mudangas em regulamentagdo cambial que
afeta investimentos internacionais; monitoramento de altera¢des em regras de derivativos; andlise de
impacto de mudancas na politica monetéria; acompanhamento de regulamentacdo sobre PLD/FT;
monitoramento de mudangas em regras de capital.

3. Legislagao tributaria: Acompanhamento de mudangas em tributacdo de investimentos; analise de
impacto de novas regras de IR para fundos; monitoramento de alteragcdes em IOF; acompanhamento de
mudancas em tributacdo de ndo residentes; analise de acordos tributarios internacionais.

4. Outras regulamentagdes aplicaveis: Monitoramento de mudancgas na LGPD que afetam tratamento de
dados; acompanhamento de regulamentagdo trabalhista; monitoramento de mudan¢as em normas
contabeis; analise de impacto de regulamentacdo ambiental (ESG); acompanhamento de normas de
auditoria.

12.1.2. Implementagao:

A implementac¢do adequada de mudancgas regulamentares requer planejamento, recursos e acompanhamento
sistematico. Implementacdo inadequada pode resultar em violagGes regulamentares mesmo quando a mudanca
foi identificada tempestivamente.S3o medidas de implementacdo adotadas pela JPG GESTAO DE RECURSOS LTDA:

1. Andlise de impacto: Matriz de impacto avaliando efeitos operacionais, sistémicos e de custos; andlise de
gap entre praticas atuais e novos requisitos; identificagdo de recursos necessarios para implementacao;
cronograma detalhado de implementacdo; analise de riscos de ndo conformidade.

2. Plano de implementagao: Cronograma detalhado com marcos e responsdveis; orgamento especifico para
implementacdo; plano de comunicacdo interna sobre mudangas; treinamento especifico para areas
impactadas; testes de novos procedimentos antes da implementacao.

3. Treinamento das equipes: SessGes de treinamento especificas sobre novas regulamentagdes; material
didatico adaptado para cada fung¢do; avaliagdo de conhecimento apds treinamento; reciclagem periédica
sobre mudangas implementadas; biblioteca de consulta sobre regulamentagao atualizada.

4. Testes de conformidade: Teste piloto de novos procedimentos em ambiente controlado; verificacdo de
adequacdo de sistemas as novas exigéncias; teste de relatdrios regulamentares com novos formatos;
simulagdo de inspe¢bes com base em novas regras; validacao de controles implementados.

12.2.CANAL DE DENUNCIAS

O canal de denuncias € um mecanismo fundamental para identificacdo de violagdes éticas e regulamentares,
permitindo a¢do corretiva tempestiva. Facilita a identificagdo de problemas que poderiam ndo ser detectados
pelos controles normais, protegendo tanto a organizagdo quanto os stakeholders.

12.2.1. Estrutura:

A estrutura do canal de denuncias garante acessibilidade, confidencialidade e efetividade no tratamento das
comunicag0es recebidas.

Canal confidencial para denuncias: caixa fisica lacrada em local acessivel; e-mail especifico monitorado por
compliance;

Protecao ao denunciante: investigacdo imparcial de denuncias; protecdo de identidade quando solicitada;
acompanhamento de denunciantes para verificar auséncia de retaliagdo; medidas corretivas para retaliagcdo

Pagina 19 de 26



POLITICA DE CONTROLES INTERNOS, SEGREGAGAO DE ATIVIDADES E GESTAO DE RISCOS

comprovada.
Tratamento adequado das dentncias: prazo maximo de 48 horas para inicio da investigac¢do; relatério formal de
investigacdo; comunicagao de resultado ao denunciante quando possivel.

12.2.2. Processo:

O processo de tratamento de denuncias é estruturado, tempestivo e efetivo para garantir credibilidade do sistema.
Processo bem definido garante tratamento adequado e uniforme de todas as denuncias, mantendo a confianga
no sistema.

1. Recebimento e registro: classificacdo inicial por tipo e gravidade; atribuicdo de niumero de protocolo;
comunicagao de recebimento ao denunciante; prazo de 24 horas para registro formal.

2. Investigacdo independente: Designacgdo de investigador sem conflito de interesse; acesso a documentos
e sistemas necessarios; entrevistas com pessoas relevantes; analise de evidéncias documentais; relatorio
preliminar em 15 dias Uteis.

3. Relatério de conclusdo: Relatério formal com achados e conclusdes; recomendagées de agdes corretivas;
identificacdo de responsabilidades; proposta de medidas preventivas;

4. Acompanhamento de ag¢Ges corretivas: Cronograma de implementacdo de agdes corretivas; responsavel
designado para cada acdo; acompanhamento mensal do progresso; verificacdo de efetividade das ac¢des;
relatério final de encerramento.

13. CONTROLES DE INVESTIMENTO

Os controles de investimento sdo especificos para a atividade principal da JPG GESTAO DE RECURSOS LTDA,
garantindo que as decisdes de investimento sejam tomadas de forma adequada, documentada e alinhada com os
objetivos dos investidores.

13.1.PROCESSO DE DECISAO

O processo de decisdo de investimento deve refletir o dever fiducidrio da JPG GESTAO DE RECURSOS LTDA para
com seus clientes, priorizando sempre os interesses dos investidores. Processo estruturado garante consisténcia,
rastreabilidade e adequacdo das decisGes de investimento.

13.1.1. Andlise de Investimentos:

A anadlise de investimentos deve ser rigorosa, documentada e baseada em metodologias consistentes que
permitam comparagdo e avaliagdo posterior. S3o procedimentos da JPG GESTAO DE RECURSOS LTDA:

1. Metodologia padronizada: Template padrdo de analise com se¢des obrigatodrias (tese de investimento,
analise financeira, riscos, preco-alvo); checklist de itens minimos a serem analisados; metodologia de
valuation consistente por setor; critérios padronizados de rating interno; processo de peer review para
anadlises complexas.

2. Due diligence adequada: Analise detalhada de demonstragGes financeiras dos Ultimos 3 anos; verificagdo
de informacdes junto a fontes independentes; analise de governancga corporativa do emissor; avaliacdo
de riscos ESG; consulta a agéncias de rating e research houses.

3. Documentag¢do completa: Relatdrio formal de andlise arquivado no sistema; planilhas de valuation com
premissas claramente identificadas; atas de reunides de analise; e-mails de discussdo sobre
investimentos; arquivo de materiais de suporte (apresentacdes, relatérios externos).

4. Aprovacgio conforme algadas: Investimentos até RS 1 milhdes aprovados por gestor sénior; investimentos
até RS 5 milhdes aprovados por diretor; investimentos acima de RS 5 milhdes aprovados pela Alta
Administracdao; Opera¢des em mercados internacionais, novos emissores ou ativos ndo previstos na
politica deverdo ser aprovados pela Alta Administragdo; aprovacdo documentada com justificativa.
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13.1.2. Execugao:

A execucdo de investimentos deve ser controlada para garantir que seja feita conforme as decisGes aprovadas e
dentro dos melhores padrdes de mercado. S3o procedimentos da JPG GESTAO DE RECURSOS LTDA:

1. Ordens claras e documentadas: Ordem por escrito especificando ativo, quantidade, preco limite e prazo;
confirmacgado de recebimento da ordem pelo operador; gravagdo de ordens telefonicas; sistema eletronico
de ordens com trilha de auditoria; arquivo de todas as ordens por prazo regulamentar.

2. Execugdo por pessoa autorizada: Lista atualizada de operadores autorizados; certificacdo obrigatodria para
operadores; sistema de senhas individuais para execucdo; dupla confirmacdo para operacbes acima de
determinado valor; log de todas as execug¢des com identificagdo do operador.

3. Verificacao de melhor execucao: Comparagdo de precos executados com cotacdes de mercado; analise
de spread bid-ask no momento da execucdo; verificacdo de volume executado versus disponivel; analise
de impacto de mercado das operagées; relatério mensal de qualidade de execugéo.

4. Confirmagao independente: Back office confirma detalhes de todas as operag¢des; reconciliagdo entre
ordens dadas e operagdes executadas; confirmagdo de settlement com custodiante; verificagdo de pregos
com fontes independentes; relatério diario de operagGes para gestores.

13.2.MONITORAMENTO DE PERFORMANCE

O monitoramento de performance é essencial para avaliar a qualidade das decisdes de investimento e prestar
contas adequadamente aos investidores. Permite identificacdo tempestiva de problemas, ajustes de estratégia e
transparéncia com investidores.

13.2.1. Métricas:

As métricas de performance devem ser abrangentes, comparaveis e relevantes para os objetivos de cada carteira.
S30 métricas adotadas pela JPG GESTAO DE RECURSOS LTDA:

1. Retorno absoluto e relativo: Calculo didrio de retorno de cada carteira; comparagdo com benchmark
especifico para cada estratégia; analise de tracking error versus benchmark; cdlculo de alpha e beta das
carteiras; andlise de performance em diferentes periodos (1 més, 3 meses, 1 ano, desde o inicio).

2. Indicadores de risco-retorno: indice de Sharpe para cada carteira e periodo; volatilidade anualizada das
carteiras; drawdown maximo e atual; VaR realizado versus estimado; correlagdo com mercado e outros
ativos.

3. Attribution analysis: Decomposicdo de performance entre asset allocation e security selection;
contribuicdo de cada ativo para performance total; andlise de timing de entrada e saida de posicOes;
impacto de custos de transagdo na performance; andlise de performance por setor ou regido.

4. Benchmark adequado: CDI para carteiras de renda fixa conservadoras; Ibovespa para carteiras de ag¢des;
indices compostos para carteiras mistas; benchmarks customizados para estratégias especificas; revisao
anual de adequacdo de benchmarks.

13.2.2. Relatérios:

Os relatérios de performance devem ser claros, tempestivos e adequados as necessidades de cada tipo de
investidor. Comunicacdo efetiva de performance mantém investidores informados e demonstra transparéncia na
gestdo. Sdo relatdrios adotados pela JPG GESTAO DE RECURSOS LTDA:

1. Relatério diario para gestores: Dashboard com performance de todas as carteiras; alertas para

performance significativamente diferente do esperado; andlise de contribuicdo dos principais ativos;
comparagdo com benchmarks; identificagcdo de carteiras que requerem atencao.

Pagina 21 de 26



POLITICA DE CONTROLES INTERNOS, SEGREGAGAO DE ATIVIDADES E GESTAO DE RISCOS

2. Relatdrio mensal para investidores: Relatorio padronizado com performance, composicdo da carteira e
comentarios do gestor; graficos de evolugdo de performance e comparagdo com benchmark; analise de
riscos e exposicoes; perspectivas para o préximo periodo; glossario de termos técnicos.

3. Relatdrio trimestral detalhado: Anadlise abrangente de performance e fatores que a influenciaram;
revisdo de estratégia e posicionamento; andlise de cendarios e perspectivas; compara¢do com pares e
mercado; discussdao de mudangas em politicas ou estratégias.

4. Apresentagdao anual para investidores: Apresentacdo presencial ou virtual com performance anual;
analise de cumprimento de objetivos estabelecidos; discussdo de licGes aprendidas e melhorias
implementadas; perspectivas para o proximo ano; sessdo de perguntas e respostas.

14. GESTAO DE INCIDENTES

A gestdo de incidentes é fundamental para resposta rdpida e efetiva a eventos que possam impactar as operagoes,
clientes ou conformidade regulamentar da JPG GESTAO DE RECURSOS LTDA.

14.1.IDENTIFICAGAO E CLASSIFICACAO

A identificagdo tempestiva e classificagdo adequada de incidentes sdo criticas para acionamento de resposta
apropriada e minimizagao de impactos. Resposta rapida pode ser a diferenga entre um incidente menor e uma
crise significativa.

14.1.1. Tipos de Incidentes:

A JPG GESTAO DE RECURSOS LTDA est4 preparada para responder a diversos tipos de incidentes que podem afetar
suas operacgdes. Sdo eles:

1. Operacionais: Falha em sistemas criticos de gestdo de carteiras; erro significativo em execucdo de
operacgdes; perda de dados ou corrup¢do de arquivos; indisponibilidade de prestadores de servigos
criticos; problemas de conectividade com mercados ou custodiantes.

2. Regulamentares: Violacdo ndo intencional de limites regulamentares; falha em reportar informagoes
obrigatdrias; identificacdo de ndo conformidade com politicas internas; comunica¢do inadequada com
orgdos reguladores;

3. Seguranca da informagao: Tentativa de invasdo de sistemas; vazamento de informagdes confidenciais;
perda ou roubo de equipamentos com dados sensiveis; acesso ndo autorizado a informacgGes
privilegiadas; ataques de malware ou ransomware.

4. Fraude ou conduta inadequada: Suspeita de uso de informacdes privilegiadas; identificacdo de conflitos
de interesse ndo declarados; suspeita de manipulagdo de pregos; violacdo de politicas éticas;
comportamento inadequado de funcionarios.

14.1.2. Classificagao:

A classificacdo adequada de incidentes permite acionamento de resposta proporcional e alocacdo adequada de
recursos. Classificacdo incorreta pode resultar em resposta inadequada, seja por excesso ou por deficiéncia. As
classificagdes da JPG GESTAO DE RECURSOS LTDA s3o:

1. Criticidade (baixa, média, alta): Baixa - erro em relatdrio interno sem impacto externo; Média - violagdo
menor de limite com corre¢do imediata; Alta - falha de sistema critico afetando multiplas carteiras; Critica
- suspeita de fraude ou vazamento de informacdes privilegiadas.

2. Impacto (local, regional, sistémico): Local - problema afetando uma carteira especifica; Regional -
problema afetando multiplas carteiras ou clientes; Sistémico - problema afetando toda a operagdo ou
com potencial impacto regulamentar; Reputacional - problema com potencial impacto na imagem da
empresa.
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3. Urgéncia (imediata, alta, normal): Imediata - sistema critico fora do ar durante horario de mercado; Alta
- violagdo regulamentar que requer comunicagdo no mesmo dia; Normal - problema que pode ser
resolvido dentro de prazos normais; Planejada - problema que permite planejamento de resposta.

14.2.PROCESSO DE RESPOSTA

O processo de resposta deve ser estruturado, rapido e efetivo para minimizar impactos e restaurar operacdes
normais. Processo bem definido garante resposta consistente e adequada independentemente do tipo de
incidente.

14.2.1. Acionamento:

O acionamento adequado garante que as pessoas certas sejam notificadas no momento certo para resposta
efetiva. S3o acionamentos praticados na JPG GESTAO DE RECURSOS LTDA:

1. Comunica¢dao imediata: Sistema automatizado de alertas para incidentes criticos; lista de contatos
atualizada para diferentes tipos de incidentes; multiplos canais de comunicacdo (telefone, e-mail, SMS);
procedimento para acionamento fora do horario comercial; escalagdo automatica se ndo houver resposta.

2. Equipe de resposta: representantes das areas criticas; lider de incidente designado conforme tipo e
gravidade; especialistas técnicos disponiveis para consulta; autoridade para tomar decisdes rapidas;
comunicador designado para stakeholders externos.

3. Documentagdo inicial: Registro imediato do incidente com horario e circunstancias; identificagdo
preliminar de impactos; lista inicial de agdes tomadas; identificagdo de recursos necessarios; estimativa
preliminar de tempo para resolucao.

14.2.2. Investigacao:

A investigacdo adequada é essencial para compreender causas, implementar corre¢des e prevenir recorréncias.
Investigacdo superficial pode deixar causas raiz ndo resolvidas, resultando em incidentes recorrentes. Sao
classificagdes de investigacdo da JPG GESTAO DE RECURSOS LTDA:

1. Anadlise de causa raiz: Metodologia estruturada (5 porqués, diagrama de Ishikawa); analise de fatores
contribuintes; identificagdo de falhas em controles; avaliacgdo de fatores humanos e sistémicos;
documentacao detalhada de achados.

2. Coletade evidéncias: Preservacdo de logs de sistemas; coleta de documentos relevantes; entrevistas com
pessoas envolvidas; andlise forense quando necessario; cadeia de custddia para evidéncias criticas.

3. Relatédrio de investigagdao: Relatdrio formal com cronologia detalhada; identificacdo de causas raiz e
fatores contribuintes; avaliacdo de adequacdo de controles existentes; recomendac¢Ges especificas e
acionaveis; aprovacado por autoridade competente.

15. DOCUMENTAGAO E REGISTRO

A documentacdo adequada é fundamental para demonstrar conformidade, facilitar auditorias e garantir
continuidade operacional.

15.1.POLITICAS E PROCEDIMENTOS

A Resolugdo CVM 21/2021 exige documentacdo adequada de politicas e procedimentos de controles internos.
Documentacdo inadequada pode resultar em penaliza¢Ges regulamentares e dificultar operagdes eficientes.

15.1.1. Estrutura:
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A estrutura da documentacdo deve ser ldgica, consistente e facilitar consulta e atualizacdo. Na JPG GESTAO DE
RECURSOS LTDA adotamos:

1. Hierarquia clara: Politicas de alto nivel aprovadas pela Alta Administracdo; procedimentos operacionais
detalhados por area; instrucbes de trabalho especificas por fungdo; formularios e templates
padronizados; glossario de termos técnicos.

2. Versionamento: Controle rigoroso de versdes com numeragao sequencial; registro de alteragdes com
data e responsavel; aprovacdo formal de novas versdes; comunicacdo de mudancas para areas afetadas;
arquivo de versdes anteriores por prazo regulamentar.

3. Aprovacao formal: Assinatura de aprovacao por autoridade competente; ata de reunido registrando
aprovacao; processo formal de revisdao antes da aprovac¢do; validagdo técnica por areas especialistas;
comunicacao oficial de entrada em vigor.

4. Distribuicao controlada: Lista de distribuicdo atualizada para cada documento; controle de acesso
conforme necessidade de conhecer; sistema eletrénico de distribuicdo com confirmagao de recebimento;
treinamento obrigatério sobre novos procedimentos; recolhimento de versdes obsoletas.

15.1.2. Atualizagao:

A documentacdo deve ser mantida atualizada para refletir mudancas operacionais, regulamentares e de melhores
praticas. Documentacdo desatualizada pode levar a execuc¢do incorreta de controles e ndo conformidades. Sao
rotinas que adotamos na JPG GESTAO DE RECURSOS LTDA:

1. Revisdo periddica: Cronograma anual de revisdo de todas as politicas; revisdo extraordinaria apos
mudancas regulamentares; feedback de usuarios sobre adequag¢ao de procedimentos; benchmarking com
melhores praticas; atualizacdo baseada em ligdes aprendidas.

2. Processo de mudanga: Solicitacdo formal de mudanga com justificativa; andlise de impacto das mudancgas
propostas; aprovacdo por autoridade competente; comunicagdo prévia de mudangas; treinamento sobre
alteragdes implementadas.

3. Comunicag¢do de alteragdes: E-mail formal comunicando mudangas; destaque de alteragdes em nova
versdo; reunido de comunicacdo para mudancas significativas; prazo de transicdo quando necessario;
confirmacdo de recebimento e entendimento.

15.2.REGISTROS OPERACIONAIS

Os registros operacionais sdao evidéncias da execuc¢do adequada de controles e sdo essenciais para auditorias
internas e externas. Registros inadequados podem impossibilitar demonstracdo de conformidade mesmo quando
controles sdo executados adequadamente.

15.2.1. Retengao:

Os prazos de retencdo devem atender requisitos regulamentares e necessidades operacionais da JPG GESTAO DE
RECURSOS LTDA.

1. Prazos regulamentares: Registros de operacdes mantidos por 10 anos conforme regulamentagdo CVM;
documentos de PLD/FT retidos por 10 anos; registros contabeis conforme legislacdo fiscal;
correspondéncia com clientes por 5 anos; atas de reunides por prazo indefinido.

2. Organizagao adequada: Sistema de arquivamento por data, cliente ou tipo de documento; indexagao que
facilite localizagao; backup de documentos eletrénicos; arquivo fisico organizado e seguro; inventario
periddico de documentos arquivados.

3. Acesso controlado: Controle de acesso baseado em necessidade de conhecer; log de consultas a
documentos sensiveis; aprovagao para acesso a arquivos confidenciais; restrigao fisica a areas de arquivo;
controle de retirada e devolugdo de documentos.
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4. Backup e recuperagao: Backup diario de documentos eletrénicos; armazenamento de backup em local
seguro e separado; teste peridédico de recuperagdo de documentos; redundancia para documentos
criticos; plano de recuperagdao em caso de desastre.

16.  DISPOSIGOES FINAIS

16.1.VIGENCIA E ATUALIZACAO
16.1.1. Vigéncia
Esta politica entra em vigor na data de sua aprovagdo pela Alta Administragao.

16.1.2. Revisdo Periddica

Esta politica deve ser revisada:

e Anualmente, no minimo;

e Sempre que houver mudanca relevante em regulamentacao;

e Sempre que houver mudanca significativa nos processos operacionais;
e Sempre que identificada deficiéncia que requeira atualizacdo.

16.1.3. Aprovagao de Alteracoes
AlteragOes a esta politica devem ser aprovadas pela Alta Administracdo e comunicadas a todos os colaboradores.
16.2.RESPONSABILIDADES

As responsabilidades devem ser claramente definidas para garantir implementacdo e manutengdo adequada dos
controles internos. Responsabilidades claras garantem accountability e execugao adequada dos controles.

1. Alta administracdo: Aprovacdo e revisdo periddica da politica; alocacdo de recursos adequados; definicdo
do tom no topo; supervisdo da efetividade dos controles; responsabilidade final por conformidade
regulamentar.

2. Gestores de drea: Implementacdo de controles em suas areas; treinamento de equipes; monitoramento
de efetividade; comunicag¢do de problemas; melhoria continua de processos.

3. Funcionarios: Execucdo adequada de controles; comunicac¢do de problemas identificados; participacdo
em treinamentos; aderéncia a politicas e procedimentos; colaboragdo com auditorias.

4. Compliance: Monitoramento de conformidade; atualizacdo de politicas; coordenag¢do de treinamentos;
investigacdo de violagdes; comunicacdao com reguladores.
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